








































POLICE AND CRIME COMMISSIONER FOR ^ 
WEST MERCIA _ ™ 

rOffice of the 
Police and Crime 
Commissioner 

RECORD OF DECISION ^West Mercia 
4 

TITLE: COMMUNITY AMBASSADORS SCHEME Ref: PCC/D/2013/14 

1. EXECUTIVE SUMMARY 

1.1 To establish a scheme of Community Ambassadors to improve engagement 
opportunities throughout the force area and to undertake specific advisor 
roles as required by the Commissioner. 

1.2 It is proposed that Area Community Ambassadors be appointed to each of 
the Territorial Policing Units, namely North and South Worcestershire, 
Herefordshire, Telford and Wrekin and Shropshire. As well as serving to 
improve engagement with communities and organisations, including 
statutory agencies, in each area the Advisor will be selected to assist or 
advise in relation to specific portfolios. 

1.3 In addition to the five Area Ambassadors it is proposed that a Community 
Co-ordinator post be established with wider engagement and portfolio 
responsibilities to co-ordinate the Area Ambassadors and provide a range 
of engagement services in development and support of the engagement 
strategy and to advise on such portfolios as the Police and Crime 
Commissioner may determine. 

1.4 In addition the Police and Crime Commissioner has indicated an intention to 
establish a network of community contacts and voluntary organisation links. 
This is still under development but it is anticipated that the Community 
Co-ordinator will also advise upon and coordinate this initiative. 

2. RECOMMENDATION 

2.1 To approve the proposals to establish a Community Ambassadors Scheme. 

APPROVAL OF 

West Mercia Commissioner 

I hereby approve the above proposals. 

S i g n e d ^ > ^ ^ ^ Date 2 U ? * j W * l k ^ Q Yh 
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PART 1 Report 

PART 1 - NON-CONFIDENTIAL/EXEMPT FACTS AND ADVICE 

SUPPORTING REPORT 

1. INTRODUCTION 

1.1 To establish a scheme of Community Ambassadors to improve 
engagement opportunities throughout the force area and to undertake 
specific advisor roles as required by the Commissioner. 

1.2 The West Mercia area covers an extensive geographic area comprising 
three unitary council areas and one two tier authority area. The 
population of over 1 million people are served by a number of public 
agencies. 

1.3 The Police and Crime Panel have expressed concerns as to the ability of 
the Commissioner, even when assisted by a Deputy Commissioner, to 
establish strong community engagement throughout the whole of West 
Mercia. 

1.4 The Commissioner in response to this observation undertook to review 
how engagement might be improved. 

1.5 The Commissioner and his Deputy have travelled extensively throughout 
the entire force area and while this has enabled them to make contact 
with a wide variety of communities and organisations it is recognised that 
in order to sustain and develop links and community engagement a 
comprehensive engagement strategy should be developed. This 
objective has been included in the West Mercia Police and Crime Plan. 

1.6 It is proposed that Area Community Ambassadors be appointed to each 
of the Territorial Policing Units, namely North and South Worcestershire, 
Herefordshire, Telford and Wrekin and Shropshire. As well as serving to 
improve engagement with communities and organisations, including 
statutory agencies, in each area the Ambassador will be selected to 
assist or advise in relation to specific portfolios. 

1.7 Selection will be by way of public advertisement and interview. A small 
allowance will attach to the appointments and authorised travel expenses 
will be reimbursed. Appointments will be made on a fix term contract 
basis only and be subject to normal terms and conditions of employment. 

1.8 In addition to the five Area Ambassadors it is proposed that a Community 
Ambassador Co-ordinator post be established with wider engagement 
and portfolio responsibilities to co-ordinate the Area Ambassadors and 
provide a range of engagement services in development and support of 
the engagement strategy and to advise on such portfolios as the Police 
and Crime Commissioner may determine. 
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1.9 In addition the Police and Crime Commissioner has indicated an intention 
to establish a network of community contacts and voluntary organisation 
links. This is still under development but it is anticipated that the 
Community Co-ordinator will also advise upon and coordinate this 
initiative. 

1.10 The coordinator post would be filled following public advertisement and 
interview. 

2. FINANCIAL COMMENTS 

2.1 The allowance levels to be paid in respect of these posts will be fixed in 
consultation with the Chief Executive Officer and Chief Finance Officer 
but the overall costs can be accommodated within existing budgets. 

3. LEGAL CONSIDERATIONS 

3.1 The commissioner has power to make these appointments. (Schedule 1 
paras 13 and 14) 

PUBLIC ACCESS TO INFORMATION 

Information in this form is subject to the Freedom of Information Act 2000 (FOI 
Act) and other legislation. Part 1 of this form will be made available on the West 
Mercia Commissioner's website. Any facts and advice that should not be made 
automatically available on request should not be included in Part 1 but instead 
on the separate Part 2 form. (A Part 2 form is not required in this case). 

OFFICER APPROVAL 

Chief Executive Officer 

I have been consulted about the proposal and confirm that financial and legal 
advice have been taken into account in the preparation of this report. I am 
satisfied that this is an appropriate request to be submitted to the West Mercia 
Commissioner. 

Signature Q^^O. K~^^~y Date sk/. CL^l Z&(1 
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WEST MERCIA 

RECORD OF DECISION 

rOffice of the 
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kWest Mercia 

TITLE: FOI AND PUBLICATION SCHEME Ref. PCC/D/2013/18 

EXECUTIVE SUMMARY 

Under the Scheme of Governance adopted by the West Mercia Commissioner 
(ref: PCC/D/2012/01) the Commissioner undertook to adopt and publish a 
number of policy documents. The following further policy documents are 
requested to be adopted, namely: -

FOI and Publications Scheme 

Records Management Scheme 

This decision request is accompanied by a supporting Part 1 report. There is no 
Part 2 report. 

RECOMMENDATION 

1. To adopt the policy statements appended to the supporting Part 1 
report 

APPROVAL OF 

West Mercia Commissioner 

I hereby approve the above recommendation. 

Signed Date g ^ X vW^N/ 2^\3>. 
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PART 1 - NON-CONFIDENTIAL/EXEMPT FACTS AND ADVICE 

SUPPORTING REPORT 

The accompanying policy statements are proposed for adoption. The policy 
statements are as follows:-

FOI and Publications Scheme 
Record Management Scheme 

These statements are to be read in conjunction with the Scheme of 
Governance. 

The policy statements are subject to statutory provisions and any legal direction 
or precedent and should any conflict arise between them and the provisions of 
statute or any other lawful requirement then the statutory or mandatory 
provisions shall prevail. 

Compliance with the policy statements is intended to improve the proper 
governance of the exercise of the West Mercia Commissioner's responsibilities 

FINANCIAL COMMENTS 

There are no direct financial implications. 

LEGAL CONSIDERATIONS 

The policy statements are understood to be compliant with legal requirements 
but will in any event be subject thereto. 

PUBLIC ACCESS TO INFORMATION 

Information in this form is subject to the Freedom of Information Act 2000 (FOI 
Act) and other legislation. Part 1 of this form will be made available on the West 
Mercia Commissioner's website. Any facts and advice that should not be made 
automatically available on request should not be included in Part 1 but instead 
on the separate Part 2 form. (A Part 2 form is not required in this case). 

OFFICER APPROVAL 

Chief Executive Officer 

I have been consulted about the proposal and confirm that financial and legal 
advice have been taken into account in the preparation of this report. I am 
satisfied that this is an appropriate request to be submitted to the West Mercia 
Commissioner. 

Signature Q&^U. /S-^-^C^ Date (_ • d^guJC* JO /•? 
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PUBLICATION SCHEME 

Introduction 

The Freedom of Information (Fol) Act 2000 gives a general right of access to all 
types of recorded information held by the Police and Crime Commissioner, sets out 
exemptions from that right and places a number of obligations on the PCC. Any 
person who makes a request to the PCC for information will be informed whether 
the information is held, and, subject to exemptions, supplied with that information. 
The effective date of this Scheme is 22 November 2012. 

Your rights and our responsibilities 

Section 19 of the Fol Act, requires the Police and Crime Commissioner (together 
with all other public authorities), to adopt an approved Publication Scheme, setting 
out the information routinely made publicly available. The model scheme, on which 
this publication scheme is based, has been approved by the Information 
Commissioner and is reviewed from time to time. In adopting (or reviewing) this 
Publication Scheme, the PCC is required to have regard to the public interest by: 

allowing public access to information held; and 
publishing the reasons for the decisions the PCC makes. 

This publication scheme lets the public know what information is readily available 
from the PCC without your needing to ask us for it. Readily available means that 
the information is available on our website; can be requested by letter, email or 
telephone call; can be purchased; or can be found in a local library. 

Your rights and the PCC's responsibilities 

The Fol legislation gives you a right of access to recorded information held by the 
Police and Crime Commissioner, subject to certain exemptions. If you ask for 
information, the PCC will be required to: 

let you know in writing whether the information you have requested is held; 
and 
if it is, provide the information to you within 20 working days, unless it is 
subject to an exemption. 

The PCC also has a duty to provide advice or assistance to you or anyone seeking 
information (for example in order to explain what is readily available or to clarify 
what is wanted). 



Responsibility for the Publication Scheme 

The PCC's Chief Executive has overall responsibility for the PCC's Publication 
Scheme. The person responsible for the day to day maintenance and management 
of the Publication Scheme is:-

Senior Policy Manager 
OPCC - West Mercia 
PO Box 487 
SHREWSBURY 
SY2 6WB 
Telephone: 01743 264690 
Fax: 01743 264699 
E-mail: opcc@westmercia.pnn.police.uk 

Charging for Publications 

Free of charge on website - there is no charge made by us, although the user will, 
of course, have to meet any charges made by their Internet service provider and/or 
telephone company as well as any personal costs for printing, photocopying etc. 
For those without access to the Internet, we will provide a single printout of an 
individual publication, as shown on the website, free of charge from the above 
contact address. 

Chargeable on website - requests for multiple copies of publications or multiple 
printouts from our website or for copies of archived material no longer available on 
the website will attract a charge. The cost will be restricted to 10% of the 
reasonable marginal costs of complying with the request, together with 
photocopying costs (currently 5p per sheet) and postage. We will let you know the 
cost when we receive your request. The charge will be payable in advance. 

Where the information is available via the website but a value-added service is 
requested using that information, a charge will be made. 

Comments about the Publication Scheme 

If you have any comments on our Publication Scheme or feel that the Scheme 
could be improved, you should write, in the first instance to the Deputy Senior 
Policy Manager whose details are set out above. 

Complaints about the Publication Scheme 

If you think the PCC has failed to supply information in accordance with the 
Scheme, then you should write, in the first instance, to the: 

Chief Executive 
OPCC - West Mercia 
PO Box 487 



SHREWSBURY 
SY2 6WB 
Telephone: 01743 264690 
Fax: 01743 264699 
E-mail: opcc@.westmercia.pnn.police.uk 

The PCC will aim to deal with your complaint within 20 working days. If you are 
dissatisfied with the response you can ask for the matter to be internally reviewed. 
Internal reviews will be completed promptly and a response given to you within 20 
working days of receipt of your further request. 

If, after the internal review, you remain dissatisfied, then you can complain to the 
Information Commissioner, whose address appears at the end of this explanatory 
note. 

Availability of this scheme in other formats 

Requests for this should be directed in the first instance to the Senior Policy 
Manager at the address listed above. 

Copyright 

Different bodies might own the copyright of material contained in our Scheme: 

Police and Crime Commissioner Copyright Material 

For material where the PCC owns the copyright, it can be reproduced free of 
charge in any format or medium for research, private study or for internal circulation 
within an organisation. This is subject to the material being reproduced accurately 
and not being used in a misleading context. Where material is being republished or 
copied to others, the source of the material must be identified and the PCC's 
copyright acknowledged. 

The Police and Crime Commissioner's logo is also copyrighted and may not be 
reproduced other than as it appears on copied material. 

Other Copyrighted Material 

Some material included in the PCC's Scheme may be the copyright of a third party. 
The PCC's rights to hold and use such material do not extend to others. You must 
obtain authorisation from the copyright holder(s) concerned if you wish to copy or 
reproduce such material. 

Requests for Personal Information 

Under the Data Protection Act 1998, you already have a statutory right to have 
access to personal data the PCC holds about you on computer or in a structured 
manual file (i.e. on paper). You also have the right to expect the PCC, as the data 
controller, to ensure that data is: 



processed fairly and lawfully 
obtained for specific and lawful purposes 
adequate, relevant and not excessively 
accurate and where necessary kept up to date 
not kept for longer than is necessary 
processed in accordance with the rights of the data subject 
kept secure 
not transferred abroad unless to countries with adequate date protections 
laws. 

For the purposes of the 1998 Act, "personal data" is information that relates to a 
living identifiable person. The person or organisation who controls the purpose and 
manner in which data is processed is the "data controller". More information on the 
Data Protection Act can be found on the website of the Information Commissioner 
www.ico.aov.uk or from the address given below. 

Information where the Police and Crime Commissioner is the Data Controller 
Where the PCC is the data controller, you are entitled to be told whether the PCC 
holds data about you, and if it does: 

to be given a description of the data in question 
to be told for what purposes the data is processed 
to be told the recipients, or classes of recipients, to whom the data is or may 
be disclosed 

You are also entitled to a copy of the information with any unintelligible terms, 
acronyms or codes explained. You will also be given any information available to us 
on the source of the data. The data will be in its latest form. 

If you wish to apply for access to your personal data, known as "a subject access 
request", you should write to the Chief Executive at the above address. A fee of £10 
must accompany your request together with proof of your identity (a current 
passport or photo driving licence). The PCC will also require the details needed to 
locate the information you seek. A request for access to personal data will be dealt 
with promptly and in any event within 40 days of receipt of the request and payment 
of the fee. 

If you consider that a request by you for access to your personal data has not been 
dealt with properly, you may: 

write to the Chief Executive at the above address seeking resolution of your 
complaint; or 
write to the Information Commissioner, who is appointed to consider such 
complaints at: 

http://www.ico.aov.uk


Office of the Information Commissioner 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire 
SK9 5AF 

An online complaints procedure is also available on the Information 
Commissioner's website. 

The Information Commissioner is empowered to assess whether there has been a 
failure to comply with the 1998 Act. The Commissioner can issue enforcement 
proceedings if satisfied that there has been a contravention of the data protection 
principles. The Commissioner can also recommend that you apply to court alleging 
a failure to comply with the subject access provisions of the 1998 Act. The court 
may make an order requiring compliance with those provisions and may also award 
compensation for any damages you have suffered as well as any associated 
distress. 

Information where the Police and Crime Commissioner is not 
the "Data Controller" 

In many cases, it is the police and not the PCC who hold personal information. The 
Police National Computer includes information on prosecutions, convictions and 
cautions. Chief Officers of Police are the "data controllers" for this information and 
not West Mercia Police and Crime Commissioner. 

You have the right to be told by a Chief Officer whether any information is held 
about you on the Police National Computer and a right to a copy of that information. 
The Chief Officer will give that information if he is satisfied as to your identity and 
on payment of a fee of £10. The Chief Officer may deny access to this information 
where the information is held for the prevention or detection of crime or for the 
apprehension or prosecution of offenders and where release of the information 
would be likely to be prejudicial to any of these purposes. 

Police forces provide a form to simplify the exercise of your subject access rights to 
PNC information. In the case of West Mercia Police you should contact: 

The Chief Constable 
West Mercia Police 
Information Compliance Unit 
P O Box 55 
Hindlip 
Worcester, WR3 8SP 
Telephone: 01905 331565 / 331545 

Email: information(5)westmercia.pnn.police.uk. 



Requests under the Environmental Information Regulations 

If you wish to make a request for information under the Environmental Information 
Regulations (EIR), you should write to: 
Chief Executive 
OPCC - West Mercia 
PO Box 487 
SHREWSBURY 
SY2 6WB 
Telephone: 01743 264690 

Fax: 01743 264699 

E-mail: opcc@westmercia.pnn.police.uk 
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RECORDS MANAGEMENT PROTOCOL 

Data and Record Retention Policy 

The Office of the Police and Crime Commissioner (OPCC) recognises the 

importance of effective file keeping records and data management to enable it to 

discharge its functions. This requires, amongst other things, a data and record 

retention policy. 

To comply with the principles of the Data Protection Act, records containing personal 

data must be: 

• stored appropriately having regard to the sensitivity and confidentiality of the 

material recorded 

• retrievable and easily traced 

• retained for only as long as necessary 

• disposed of appropriately to ensure that copyrights are not breached and to 

prevent them falling into the hands of unauthorised personnel 

Set out below is a summary of the general rule on document retention. However, 
there are a number of exceptions to this general rule and these are outlined in the 
remainder of this document. 

Document Type 

Accounting Records (such as timesheets, 
invoices, bank paying in books, travel and 
subsistence returns etc) 

Contracts under seal 

Deeds/Title documents 

Personnel and pay records 

Final accounts reports 

All other records 

Retention 
Period 

6 years plus 
current 
financial year 

Indefinitely 

Indefinitely 

Indefinitely 

Indefinitely 

2 years plus 
current 
financial year 



Application of the Data and Record Retention Policy 

This policy applies equally to photographic, microform and electronic/digital media 

that are used to store records as well as more traditional paper or card records. The 

period of retention only commences when the record is closed. 

Storage of Data and Records Statement 

All data and records should be stored as securely as possible in order to avoid 

potential misuse or loss. All data and records will be stored in the most convenient 

and appropriate location having regard to the period of retention required and the 

frequency with which access will be made to the record. 

Data and records which are active should be stored in the most appropriate place for 

their purpose. 

Data and records which are no longer active, due to their age or subject, should be 

stored in the most appropriate place for their purpose. 

The degree of security required for file storage will reflect the sensitivity and 

confidential nature of any material recorded. 

Any data file or record which contains personal data of any form can be considered 

as confidential in nature. 

Retention Statement 

Data and records should not be kept for longer than is necessary. This principle finds 

statutory form in the Data Protection Act 1998, which requires that personal data 

processed for any purpose "shall not be kept for longer than is necessary for that 

purpose". 

No data file or record should be retained for more than five years after it is closed 

unless a good reason for longer retention can be demonstrated. It is to be 

emphasised that the period of five years is a maximum period. It may well be 

appropriate having regard to the nature of the record to opt for a shorter period. 

Reasons for longer retention will include the following: 

• Statute requires retention for a longer period 



• The record contains information relevant to legal action which has been 

started or is in contemplation 

• Whenever there is a possibility of litigation, the records and information that 

are likely to be affected should not be amended or disposed of until the threat 

of litigation has been removed 

• The record should be archived for historical or research purposes, e.g. the 

record relates to an important policy development or relates to an event of 

local or national purpose 

• The records are maintained for the purpose of retrospective comparison 

• The records relate to individuals or providers of services who are judged 

unsatisfactory. The individuals may include employees who have been the 

subject of serious disciplinary action 

Destruction and Disposal Statement 

All information of a confidential or sensitive nature on paper, card, microfiche, or 

electronic/digital media must be securely destroyed when it is no longer required. 

This ensures compliance with the Data Protection Act 1998 and the duty of 

confidentiality we owe to our employees, clients and customers. 

Destruction and Disposal Procedures 

All information, in any format, destroyed from any location must have due regard to 

confidentiality of our employees, clients and customers. 

• When records or data files are identified for disposal in the Policy are 

destroyed, a register of such records needs to be kept. 

• The procedure for the destruction of Confidential or Sensitive Waste on paper, 

card or microfiche is as follows: 

• All office quality white or coloured paper should be mechanically shredded 

if the content is in any way sensitive. 

• If you dispose of waste by using the shredder, ensure that it is used safely 

in accordance with its operating instructions, and that waste is shredded 

in such a way that it cannot be put back together again, and made 

comprehensible 

• All other paper can be disposed of in the boxes or bins provided in offices 

for environmentally-friendly disposal of white non-confidential and non-

sensitive paper waste. 



The procedure for the destruction of Confidential or Sensitive Waste on electronic 

media such as tape, disk, cassette/cartridge, hard drives, CD-Rom, DVD and ZIP 

drive is as follows: 

• Media that are being destroyed because they are showing signs of damage or 

are obsolete should be physically destroyed by being cut into pieces or other 

ways prior to disposal 

• Where disks, tapes, DVD or CD ROM are being used to supply data to third 

parties they should, at the very least, be reformatted before the files are saved 

on to it. The process of saving files to the disk may overwrite areas of the disk 

previously used, but this is no guarantee of preventing retrieval of previously 

stored files The most effective way to ensure that media are cleaned of all 

previous data is to use a utility package to perform a "secure wipe" 

• Destruction of back-up copies of such data also needs to be dealt with 

Criteria for the Selection of Records for Permanent Preservation 

After the retention period prescribed by statute or dictated by administrative, legal, or 

financial needs has expired, some records may be kept permanently for historical 

purposes. This may be because they preserve evidence of the origin, development, 

or functions of their creating department or because they contain information which 

has been gathered by the creating department and which is worth preserving. 

The Data Protection Act provides an exemption for information about living 

identifiable individuals that is held for research, statistical or historical purposes to be 

held indefinitely, provided specific requirements are met: 

• the purpose of the processing must be exclusively for these purposes, 

• the information is not processed to support measures or make decisions 

relating to particular individuals, and 

• the processing does not cause substantial damage or distress to the 

individual. 

Processing of information is defined in the Act as organisation, alteration, retrieval, 

consultation or use of the data, disclosure, dissemination, blocking, erasure or 

destruction. 

The following general principles should be borne in mind when considering the 

ultimate fate of records. 



General Principles: 

Is the record significant in terms of the history or development of the OPCC (e.g. 

minutes, accounts) or of important policy changes or initiatives (e.g. minutes of policy 

forming groups, policy papers, correspondence)? 

Is the record a high-level record of the function or activities within the OPCC? 

Does the record shed significant light on national, regional, or local events? 

Does the record relate to a transaction which set, or is likely to set, a precedent? 

Does the record contain data which would be useful for retrospective comparisons? 

Does the record contain systematically recorded data which is not easily available 

elsewhere? 

Does the record contain information gathered from outside the OPCC which is likely 

to be of use to future historians, and which is not readily available elsewhere? 

Is the record likely to be useful as legal evidence in the future? 

Does the record contain information which is likely to be of use to future researchers, 

and which is not covered by the preceding categories? 
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TITLE: CPOSA PROFESSIONAL INDEMNITY INSURANCE Ref: PCC/D/2013/19 

EXECUTIVE SUMMARY 

This paper is to bring to the attention of the PCC an issue regarding Professional 
Indemnity Insurance for Chief Officers and to confirm the decision from the PCC that 
premiums will be paid by the PCC. 

PROPOSAL 

It is proposed that the PCC supports the previous position of paying the Professional 
Indemnity Insurance for West Mercia Chief Officers. 

APPROVAL OF 

West Mercia Police and Crime Commissioner 

I hereby approve the above proposal. 

Signed ^ \ j O ^ O > ^ ^ < w - J ^ ^ - e , Date: \ 0 ^ \ 3 ^ V J O J < A 7 _ O V % 



PART 1 - NON-CONFIDENTIAL/EXEMPT FACTS AND FIGURES 

SUPPORTING REPORT 

Professional indemnity Insurance for Chief Officers is provided via a group insurance 
policy through the Chief Police Officers Staff Association (CPOSA). Prior to the 
election of Police and Crime Commissioners, Police Authorities throughout England, 
Wales and Northern Ireland have met the costs of subscribing CPOSA members' 
professional indemnity insurance. This provision is set out in the majority of Chief 
Officers' Terms of Appointment including those of West Mercia Chief Officers. 

It is important to highlight that Professional Indemnity Insurance is entirely separate 
from CPOSA membership which is the responsibility of each chief officer. 

In the run up to PCC elections, the former APA and APACE met with CPOSA to 
discuss the appropriateness of these insurance premiums continuing to be met by 
Police Authorities. A small number of Police Authorities had, in the light of recent 
misconduct cases involving Chief Officers, expressed concern about, in particular, 
the provision in our insurance policy for legal representation in cases of misconduct 
and alleged discrimination. 

The position of West Mercia Police Authority was that the provision of insurance 
cover to indemnify Chief Officers for personal legal representation in cases 
connected with the execution of their duty and subject of misconduct allegations is 
essential to enable Chief Officers to effectively carry out their duties. 

FINANCIAL COMMENTS 

The 2012/13 annual premium was £2197 per member, the premium for 2013/14 is 
£2014. Although some PCC's had indicated that they will not meet the costs of 
Professional Indemnity Insurance and that there could be a rise in premiums as a 
result, this has not transpired. The funding for the premiums has been included in the 
2013/14 budget. 

LEGAL CONSIDERATIONS 

The provision of insurance was a condition of appointment but could be reviewed in 
respect of all future appointments. 

PUBLIC ACCESS TO INFORMATION 

Information in this form is subject to the Freedom of Information Act 2000 (FOI Act) 
and other legislation. Part 1 of this form will be made available on the West Mercia 
Commissioner's website. Any facts and advice that should not be made 
automatically available on request should not be included in Part 1 but instead on the 
separate Part 2 form. (A Part 2 form is not required in this case). 



OFFICER APPROVAL 

Chief Executive Officer 

I have been consulted about the proposal and confirm that financial and legal advice 
have been taken into account in the preparation of this report. I am satisfied that this 
is an appropriate request to be submitted to the West Mercia Commissioner. 

Signature ^b^^...^±f..^T. Date 




















