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Body Worn Video
1.0  PROCEDURE OUTLINE 
The Body Worn Video (BWV) procedure applies to all officers who are trained in the use of Body Worn Video. BWV operators must be trained and its use must be overt .It is not intended for any covert use.
The power for the police to use body worn video has been established in common law.  BWV use should be proportionate, legal, necessary and overt (this can include plain clothed officers).
BWV users are reminded that BWV is complementary to and does not replace conventional forms of evidence gathering and must not rely solely on BWV to support their case.     

Failure to comply with procedure may result in disciplinary action for staff.    

2.0
PURPOSE OF PROCEDURE  

The document outlines the requirements for allocation and issue of BWV devices, their operational use and the subsequent processing of any images captured as a consequence together with legislative information governing their use.

2.1
Legal Status      
2.2      Common Law
Common law provides the police with the authority to use BWV in the lawful execution of their duties, for the purpose of the prevention and detection of crime.
2.3      Data Protection Act & Management of Police Information (MoPI)

Principle 1 of the Data Protection Act states that information is treated as being “fairly processed” if: 

· There are legitimate grounds for collecting and using the personal data;
· The data is not used in ways that have unjustified adverse effects on the individuals concerned
· The intended use of the data is clear and transparent;
· Personal data is only used in ways they would reasonably expect; and
· Nothing unlawful is done with the data. 
As a general rule, where an officer is in uniform and is clearly carrying or wearing a
BWV, the Information Commissioner’s Office would consider that Principle 1 (fair 
processing requirements) has been satisfied:

· When using BWV, officers should ensure that ‘fair processing principles’ are complied with;

· Officers should, where possible/practicable, announce to the subject(s) of an encounter that video and audio recording is taking place using BWV;

· Recordings should commence at the start of any deployment to an incident and should continue uninterrupted until the incident is concluded, either because of resumption of normal patrolling or because recording has commenced through another video system (e.g. at a custody suite);
· Recordings should not be made of general patrolling duties unless this is part of a specific operation;
· BWV will not be routinely deployed to or at designated Public Order Incidents or Football duties. ( see update at 18).
· Access to recordings must be controlled and only persons having the ‘operational need’ to view specific incidents may view them;
· All footage recorded by the BWV will be retained in accordance with MOPI and data protection data guidelines.  Non-evidential recordings will be automatically deleted by the system after 31 days (as per NPCC guidelines), however at any time during this period the film can be marked as evidential and it will be retained;

· A record must be made of the destruction of any non-evidential recording, this is generally managed by the system software;
· Prior to disposal, all reasonable steps must have been taken to ensure that the images are not required as evidence in any case under investigation both internally and externally;
· Subject access will be available until such time as the film is deleted;
2.4      Police and Criminal Evidence Act 1984 (PACE)

Section 64A (PACE) (as amended by Section 116 of the Serious Organised Crime and Police Act 2015) permits a person to be photographed, with or without their consent, by a constable elsewhere than at a police station.

The power is applicable if the person has:

· been arrested by a constable for an offence;
· been taken into custody by a constable after having been arrested for an offence, by a person other than a constable;
· been made subject to a requirement to wait by a PCSO.

· been issued with a notice to leave under Section 27 of the Violent Crime Reduction Act 2006;
· or been issued with a Penalty Notice for Disorder or a Financial Penalty Notice by a constable, PCSO or accredited person.
Within Section 64A the definition of a photograph includes a moving image (i.e. footage captured by a BWV). 
2.5     Criminal Procedure and Investigations Act 1996 (CPIA)

It is a requirement that the police are in a position to disclose both used and unused images and be able to demonstrate that this has been done. Deletion of any police generated images prior to their respective retention periods may amount to a breach of the Act if they are not then available for disclosure. Therefore officers using the provided software will be compliant with the Act, as data will be automatically overwritten if not marked for retention after 31 days. Evidential data is held in accordance with MOPI guidelines and any actions in relation to this data are recorded in an audit trail.
2.6      Freedom of Information Act 2000 (FOIA)

The FOIA grants a general right to access to all types of recorded information held by public authorities; which may include digital images recorded on BWV. The Act however, provides exemptions to the requirements to disclose information. These include Section 30, investigations or proceedings and Section 31 law enforcement and Section 40, personal data; hence BWV footage in this context is likely to be exempt from release under the terms of the FOIA.
2.7      Human Rights Act (HRA)
Article 6 of the ECHR provides for the right to a fair trial. All images from BWV have the potential for use in court proceedings whether they provide information that is beneficial to the prosecution or defence; this policy allows for the correct retention and audit trail to maintain compliance with Article 6

Article 8 is the right to respect for private and family life, home and correspondence. Officers of BWV must consider Article 8 when recording and not record beyond what is necessary for policing purposes.
2.8     Regulation of Investigatory Powers Act 2000 (RIPA)
The use of BWV is intended to be overt, with those subject to being recorded being aware of the use of the equipment at that time. Officers utilising BWV therefore need to be mindful of the circumstances in which the deliberate use of such equipment would be considered covert and may meet the definition of either Directed Surveillance or Intrusive Surveillance under RIPA 2000 and therefore require the granting of a Surveillance Authority by a Superintendent or Chief Constable respectively: 

Surveillance is Directed Surveillance if the following are all true:

· it is covert, but not intrusive surveillance;

· it is conducted for the purposes of a specific investigation or operation;

· it is likely to result in the obtaining of private information about a person (whether or not one specifically identified for the purposes of the investigation or operation)

· It is conducted otherwise than by way of an immediate response to events or circumstances the nature of which is such that it would not be reasonably practicable for an authorisation under Part II of the 2000 Act to be sought.

Surveillance is covert if, and only if, it is carried out in a manner calculated to ensure that any persons who are subject to the surveillance are unaware that it is or may be taking place.

Private information includes any information relating to a person’s private or family life. Private information should be taken generally to include any aspect of a person’s private or personal relationship with others, including family and professional or business relationships. Whilst a person may have a reduced expectation of privacy when in a public place, covert surveillance of that person’s activities in public may still result in the obtaining of private information. This is likely to be the case where that person has a reasonable expectation of privacy even though acting in public and where a record is being made by a public authority of that person’s activities for future consideration or analysis.

Intrusive Surveillance is covert surveillance that is carried out in relation to anything taking place on residential premises or in any private vehicle, and that involves the presence of an individual on the premises or in the vehicle or is carried out by a means of a surveillance device. The definition of surveillance as intrusive relates to the location of the surveillance, and not any other consideration of the nature of the information that is expected to be obtained. Accordingly, it is not necessary to consider whether or not intrusive surveillance is likely to result in the obtaining of private information.

If there is any doubt as to whether the use to which BWV is to be put in relation to a pre-planned investigation or operation, contact should be made in the first instance with the Covert Authorities Bureau (CAB).

2.9      Identification Procedures

Code of Practice D of PACE relates to the identification of persons by police officers and includes the use of video identification.  If any BWV footage captured by the police is to be used to assist with the identification of suspects, then officers must ensure that the Code is followed.
2.10   Guidance on use of Body Worn Video and reference to Authorised Professional Practice (APP) and ACPO/National Guidance:-
NPCC National Policing Position statement-http://library.college.police.uk/docs/npcc/statement-on-body-worn-video-2015.pdf
College of Policing guidance 

http://library.college.police.uk/docs/college-of-policing/Body-worn-video-guidance-2014.pdf
IPCC positional statement-

https://www.ipcc.gov.uk/sites/default/files/Documents/guidelines_reports/IPCC_position_statement_on_body_worn_video.pdf
Code of Ethics-

 http://www.college.police.uk/What-we-do/Ethics/Pages/Code-of-Ethics.aspx
MOPI Guidelines 
https://www.app.college.police.uk/app-content/information-management/management-of-police-information/retention-review-and-disposal-of-police-information
Achieving Best Evidence https://www.cps.gov.uk/publications/docs/best_evidence_in_criminal_proceedings.pdf
Guidance from National Working Group on deployment of BWV with planned public order events.
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3.0
ROLES AND RESPONSIBILITIES
3.1
Trained officers are responsible for deploying with BWV as per the directions set out in the BWV Policy and Procedure and the use of BWV will have due consideration to the Code of Ethics and Force values.
           Officers are responsible for marking each recording as evidential or non-evidential.    

3.2      BWV will be personal issue to all front facing officers who MUST carry their BWV (unless their device is faulty) when being deployed on operational duties and supervisors are required to ensure compliance. They will bring any faulty equipment to the notice of supervision/local champions
3.3      Supervisors will ensure deployment of BWV by front facing officers trained in its use. They will oversee with the assistance of local champions faulty equipment being sent to the BWV administrator.
3.4     Officers deployed as Authorised Taser Officers MUST be deployed equipped with BWV whilst performing that role. An Authorised Taser Officer will not book out a Taser without BWV. 
3.5     BWV is an overt system and is not be used for covert recording except in exceptional circumstances and where the necessary authorities have been granted, therefore those officers authorised to deploy with Taser whilst not in uniform will not be required to deploy with BWV.         

3.6      Authorised Firearms Officers (AFOs) and Dog Support Officers must read this procedure in conjunction with the “Body Worn Video-Operational Procedures for the use of BWV by Armed Officers and Dog Support Officers”.
          Warwickshire Police and West Mercia Police AFOs and Dog Support Officers spend the vast majority of their time on duty engaged in Local Policing work that does not involve them deployed in an armed policing capacity. Unless deployed in an armed policing capacity, the use of BWV by AFOs and Dog Support Officers are governed by the same procedures and instructions within this policy.
3.7     The BWV administrator will manage the return of faulty BWV equipment to the supplier. 
3.8   Officers who are not issued with a BWV camera but have access to the use of the Evidence.com APP on a mobile device must follow all the guidelines that relate to the use of a BWV camera as set out within this procedure.
3.9     Users are reminded that they must only view footage held on the management system Evidence.com for a policing purpose.
4.0
PROCEDURE
4.1      GENERAL DEPLOYMENT
4.2
For BWV device guidance see (Appendix A)
4.3
Once recording has commenced, the officer should, if practicable, make an announcement (captured on the recording) with regards to the time, date, 
location and the rationale for the recording.  The announcement should be made so that all persons who could potentially be recorded are aware that they are being recorded.  The spirit of RIPA 2000 should be considered, so that collateral intrusion is minimised and only those persons and areas that are required for evidential and intelligence purposes are captured.  The recording must continue throughout the incident unless the issue of collateral intrusion applies; book-marking separate recordings (see section 7) would then be more appropriate.  An announcement should, if practicable, be made (captured on the recording) to indicate the ending of the recording.  

4.4     The officer is responsible for marking each recording as evidential or non-evidential.  Evidential BWV footage will be retained for 6 years from the date the footage was captured then automatically deleted unless it has been marked for further retention. Non-evidential will be deleted after 31 days. 
4.5    It is important to note that recordings can only be changed from ‘non-evidential’ to ‘evidential’ it cannot be reversed.  Therefore, operators must be sure of the status of recordings when deciding which ones may be required for future use.  Recordings marked as evidential at any time during the 31 day period will prevent deletion. 
4.6 
When BWV is recorded and identified as evidential it is the responsibility of each officer recording to update the Incident log with a tag for BWV and record within the log the time BWV was used and their collar number i.e.  0120 hrs BWV collar 5488. Where multiple officers attend all must follow this procedure.
           The incident reference will then be used within the relevant field in the management system Evidence.com to ensure it can be located.

           Where there is no incident reference then a Genie/Stop Search/Chronicle reference or Operation name should be entered.
4.7     Evidential recordings required for court or other authorised purpose must be in a format acceptable and playable by the court or other viewers concerned. This will be the responsibility of the investigating officer/OIC.
4.13   When completing handovers it is the responsibility of the operator to highlight and mark clips or sections of the clips that they believe are important to the investigation.

4.14  It is also the responsibility of the investigating officer/OIC to highlight and identify relevant clips or portions of the clips in line with Common Law Disclosure and the Criminal Investigations Act 1996 (CPIA).
4.15   Personal issue cameras should always be used where issued to record footage, as the BWV system automatically assigns this footage to that personal account for audit and access purposes. In the unlikely event another camera is used accidentally inform the Supervisor/Local Champion as soon as possible so that the footage can be reassigned to the right account. This should be done even if it is not intended to mark the footage as “Evidential” so that the audit trail remains accurate and footage that has been recorded is not showing as recorded by a different officer.

4.16    As with Airwave, BWV devices should not be used in the Intoxilyser Room, or around sensitive medical equipment (be guided by medical staff). There is no evidence that BWV cameras interfere with the operation of the Intoxilyzer equipment however no testing has yet taken place to verify this assertion.
It also should not be used in potentially explosive atmospheres such as at gas leaks or at Petrol Stations. 

Although there are no known effects, it is recommended that anyone fitted with a Pace-maker should seek medical advice before using BWV.

5
RECORDING AN INCIDENT
5.1      PROFESSIONAL JUDGEMENT AND MANDATED USE 
After issue, the decision to record or not to record any incident remains with the officer.
Recordings using BWV should be incident-specific: operators should not indiscriminately record entire duties or patrols. A rule of thumb guide as to whether to record or not is that if the incident would normally be the subject of a pocket notebook entry  or evidenced in another format then a recording should be made. The officer must be mindful that failing to record an incident may require explanation in court.  
If the officer is present at an evidential encounter, they should record the incident using their professional judgement taking into account the nature of the incident, the National Decision Making Model (NDMM) (Appendix E) and the requirements of obtaining the best available evidence.  
Although covered in more detail later good practice dictates that the BWV devices should be switched on at the earliest opportunity.
Mandated use
As above, the overriding principle around the use of BWV remains professional discretion.
However having carefully considered the clear benefits of using BWV identified in National guidance, coupled with a desire to positively affect victims by providing an enhanced complementary method to secure evidence, and the added inherent reassurance to communities provided, West Mercia Police and Warwickshire Police has taken the decision that the following areas require specific consideration and the use of BWV in these circumstances is MANDATED: 

·  Domestic abuse 

·  Stop and Search (To include ALL powers of search) 
·  Any Use of Force / Anticipated Use of Force

·  During any deployment of Taser 
·  Where an officer is directed by a supervisor to record all or part of a particular   incident.
This will be the case unless exceptional circumstances apply and it will be for the officer involved to justify why such a recording has not been made. A full pocket note book entry should be made.
If requested to stop recording, the benefits and safeguards provided should be highlighted to those present, incident specific guidance is provided in more detail later in this document.
Users may encounter members of the public who specifically request that any encounter or interaction is recorded, even if the user does not feel that there is any evidential reason to do so. Unless there are clear reasons to do otherwise, the user should record such an encounter, but should remind the person requesting the recording that, unless there is an evidential reason to retain the footage, it will be automatically deleted in line with National guidelines (but will not be retained for longer than 31 days.)           
5.2   All recordings have the potential to be used in evidence, it is important that all recordings are properly assessed and identified as non-evidential or evidential.
5.3   It is evidentially important to record as much of an incident as possible. Recording should begin at the earliest opportunity at the start of an incident, so officers should 
consider commencing a recording: 

· when deployed to an incident by the control room, a supervisor or other source; or 
· as soon as the officer becomes aware that any other encounter is likely to be the subject of a pocket notebook entry or evidenced in another format.
5.5    If the recording has commenced prior to arrival at the scene of an incident, the officer 
should, as soon as is practicable, announce to those persons present that recording is taking place and that actions and sounds are being recorded.

5.6  Wherever practicable, officers should restrict recording to the areas and persons
necessary in order to obtain evidence and intelligence relevant to the incident; they 
should attempt to minimise collateral intrusion on those not involved.

5.7   In general the BWV officer should record entire encounters from beginning to end without the recording being interrupted; however, the nature of some incidents may require consideration whether there is justification to continue recording the entire incident.

5.8   For example, the recording may be stopped in cases of a sensitive nature or if the
incident has concluded prior to the arrival of the BWV officer.  In all cases the officer should exercise their professional judgement in deciding whether or not to record all or part of an incident. In cases where the officer does interrupt or cease recording at an on-going incident, they must record their decision in their pocket notebook, including the grounds for making the decision.
         Care should be taken when dealing with diverse communities or individuals. You also need to be careful when recording in places of religious worship or any other place which may cause offence or distress – remember to use ‘Common sense and sound judgement.          
5.9    The microphone on the BWV device is sensitive so as to capture all speech relative to the images in view. Unfortunately this also means that police radio traffic will be 
captured.  BWV operators should where practicable use earpieces to their own radios to minimise any such intrusions and be mindful of colleagues nearby who may not be using earpieces.
5.10  Attending incidents that give cause for concern. Where it is not clear on initial attendance whether a crime has been committed or not, for example unexplained deaths or vulnerable persons missing from home, BWV can provide accuracy and reliability. An investigative mindset needs to be adopted when attending such scenes.
5.11    Courts-The camera should not be turned on within the court precincts unless there is an incident which officers are called to deal/assist with. Once the incident has been brought to a conclusion the camera should be turned off. In relation to incidents within the court room whilst it is in session, officers should not switch the camera on unless directed to do so by the judge. Failure of officers to follow this guidance may mean they breach Sec. 41 of the Criminal Justice Act 1925 and Sec. 9 of the Contempt of Court Act 1925.           
6         PARTIAL RECORDINGS

6.1    There may be occasions where an incident is only partially recorded, such as through technical failure, the equipment being knocked, covered or dislodged during a struggle or through the nature of the incident where the BWV view is restricted.  There may also be occasions where the sound recording is unclear or verbal responses are difficult to hear because of other more prominent sounds such as police radio traffic or noise created by strong winds.
6.2     A partial recording will not in itself cause a case to fail at court, but other evidence will be needed to prove the case to the required evidential standards.  In such cases the officer must retain and produce any recording that is created and then be able to provide a statement detailing the other necessary evidence.  Officers must therefore ensure that they gather and retain evidence through normal (non-video) means and must not become reliant on video recording for the sole provision of their evidence.

6.3    Similarly, the existence of a recording will not in itself prove all aspects of an offence. 
Officers must be mindful to note, and be able to give evidence of, factors not
visible in the recording, such as emotions or details that occur outside the range of the BWV.
7         BOOKMARKS AND REDACTION.
7.1    
1.1. In recording an incident, it is likely that BWV officers will encounter victims, offenders and witnesses, as well as recording the visual evidence at the scene itself.  Book marking is a means by which officers may separate encounters with each of these types of person or occurrence in order to allow for easier retrieval and disclosure at a later time.  For example, if an officer has recorded an encounter with a witness that includes their name and address, then this section should not be shown to the suspect or their legal representative.

7.2     Bookmarking (where available) is achieved by pressing the button on the top left of the BWV device, this then inserts a recognisable marker into the footage. Officers can then highlight these markers and enter text in which to offer an explanation as to the importance of the footage.
7.3   The temporary suspension of recording is a possible, and permitted, method of removing sensitive images or sound from a recording, providing a verbal explanation is given on the footage. However, the recommended procedure is that officers continue to record and use the bookmarking facility. This recommended procedure allows the entire footage to be presented to CPS if requested and would allay any legal challenge to the integrity of the recording.

7.4    Evidence.com has redaction tools which are available to an investigator allowing footage to be cropped and pixelated, if required. This allows sensitive information to be removed but crucially also retains the integrity of the original footage for CPS. 
8         USE OF BWV IN PRIVATE PREMISES.

8.1    Recording in private premises should not be done as a matter of routine but if a BWV 
officer is called to attend a private premise, provided this is an incident that would 
normally be the subject of a pocket notebook entry, the officer should commence to 
record the incident using the BWV in the same way in which any other incident is 
recorded.

8.2   It is a legal requirement under the Data Protection Act to provide ‘fair processing 
information’. Therefore the officer should, where practicable, make a general 
verbal announcement that recording is taking place; this is particularly relevant when in private premises.

8.3     Recording should only be used when it is relevant to the incident, and officers should be mindful of the rights of individuals to respect for a private and family life under Article 8 of the European Convention on Human Rights and/or practices linked to particular faiths such as where a female may not have a face covering within the home.  In some circumstances officers may find that one party may object to the recording taking place, for example where there are allegations of domestic abuse.  In such circumstances officers should consider continuing to record while explaining the reasons; these reasons might include:

· that an incident has occurred requiring police to attend;

· that the officer’s continued presence might be required to prevent a breach of the peace or injury to any person; 
· the requirement to secure best evidence of any offences that have occurred, whether this is in writing or on video, and that the video evidence will be more accurate and of a higher quality and therefore in the interests of all parties;
· that continuing to record would safeguard both parties, with a true and accurate recording of any significant statement made by either party and of the scene;
· that the incident may reoccur in the immediate future; 
· or that continuing to record will safeguard the officer against any potential allegations from either party.
8.4   It is therefore recommended that officers continue to record where incidents are 
occurring or allegations of a criminal nature have been made.

8.5     The recording SHOULD CEASE if it becomes clear: 

· That the use of the BWV is causing an escalation of the incident and/or is obstructing/delaying the peaceful resolution of the incident;

· That the controller of the premises strongly and legitimately objects;

· The incident is not a police matter (e.g. not an allegation of a suspected or potential offence) and as such would not have been the subject of an entry in an officer’s pocket notebook.
8.6     In such circumstances it is recommended that the officer make a verbal announcement that the recording is being stopped prior to stopping the video. The officer should also announce that, if any incident begins while the officer is still 
present, then recording will resume immediately. In relation to incidents of repeat domestic violence, even though a particular incident may not in itself amount to evidence for court any BWV images recorded should be marked as evidence so that they are retained for longer than the 31 day period in order to protect victims and their children or to provide evidence for courts at a later stage.
9        CAPTURING FIRST ACCOUNT EVIDENCE.     
9.1     Incidents where the nature of the allegation is clear prior to arrival
           BWV may be used to capture the first account of victims and/or witnesses at an incident. However, the decision to start recording should take into account the witness’s circumstances and the nature and sensitivity of the allegation if they are known prior to arrival, for example when not an immediate response. Users should obtain the consent of victims/witnesses prior to recording. 
9.2     Where the victim of an alleged offence is a child (under 18) or a vulnerable adult a BWV should not be used to record their initial account. Explicit and informed consent of victims of serious sexual offences (including historic allegations) should be obtained before their initial accounts are recorded on BWV. Where emotional or physical condition of the victim is such that there is any doubt about their capacity to give consent a BWV should not be used for that purpose. 
9.3      Incidents where the nature of the allegation is not clear prior to arrival
           In situations where the nature of any allegation is unclear but the apparent nature of the incident means that BWV has been switched to record when Police arrive at the scene then those present should be clearly told that the recording is taking place. If an allegation is made the BWV user should listen to what the witness says without interrupting them. If further questioning of a victim is required this should be a minimum questioning as necessary and for clarification only (see further guidance at 9.5)
9.4     Initial account elsewhere (not at the scene)
          Initial accounts from victims witness should not usually be recorded by BWV other than at the scene of an incident or an alleged offence.

9.5  The first account is principally about determining any action that is immediately necessary. Officers should only ask such questions as necessary to:

· establish if an offence has been committed 

· establish where it occurred and who was responsible 

· assess the current risk to the victim(s) and witness(es) 

· identify and prioritise areas of the investigation
Any discussions with the witness should as far as possible adhere to the following           basic principles:

· Listen to the witness;

· Do not stop a witness who is freely recalling significant events;
· Where it is necessary to ask questions, they should, avoid leading questions or multiple questions;

· Ask no more questions than are necessary in the circumstances to take immediate action;
· Where a BWV is made, notes should be made of the wider context, including details of the other people present at the scene (whether recorded by BWV or not)

· Where a BWV recording is not made, in line with current practice a comprehensive note of the discussion should be prepared, taking care to record the timing, setting and people present as well as what was said by the witness and anybody else present (particularly the actual questions asked of the witness).
9.6    Such recordings do not replace the need for formal written statements from victims or witnesses, but they can be used as supporting evidence. They may also be considered as hearsay evidence, where appropriate, and used in accordance with the provisions of the Criminal Justice Act 2003, particularly in domestic abuse cases. 

9.7    In situations where there are multiple witnesses users should, wherever practicable, keep witnesses physically separate to avoid contaminating descriptions or other evidence. Users should separate BWV recordings of multiple witnesses using the bookmarking process where available.
9.8     Users should not record the initial accounts of victims of rape or serious sexual assault (including historic allegations) with BWV.

9.9   BWV may be used when dealing with priority victims (victims of most serious crime, persistently targeted victims and vulnerable or intimidated witnesses) with their consent. If an interview using Achieving Best Evidence (ABE) methods is required, users should only ask questions to help ascertain if a criminal offence has taken place, where it occurred, who is responsible and to ensure the victim is safe. 
9.10   Reviewing Initial Account recordings prior to an investigative interview
          Investigators should review the BWV initial account prior to formal victim/witness interview. The interviewer should avoid it exerting an undue impact on the interview.
10       INCIDENTS OF DOMESTIC ABUSE 

10.1  BWV can be beneficial when used to capture images following reports of domestic abuse. Such reports may include alleged assaults, criminal damage, or incidents which contribute to a pattern of coercion and control. The recording provides an immediate and exact record of the disturbance throughout the scene and the emotional effect on the victim and their family or other immediate witnesses. 

10.2   Where an offender is present, a BWV recording captures evidence of their demeanour and language, any continuing offending behaviour such as further abuse directed towards the victim, and evidence of any difficulty in restraining the offender if they are particularly hostile. 

10.3   Using BWV in such instances can significantly strengthen a prosecution case, drawing attention to the true extent of the offending. The recording can provide evidence that supports grounds for an arrest and, where a victim or witness is reluctant to provide a written complaint, it may also be useful in determining when to proceed with a case without the victim’s support. Such images may strengthen a case even further by changing the mind of an initially reluctant or hostile victim, so that they agree to support a prosecution. Victims of domestic abuse tend to diminish the impact of the incident as time passes. The initial use of BWV can be used to capture immediate emotions and reactions. 

10.4    When using BWV whilst investigating domestic abuse users are reminded of its limitations that BWV is complementary to and does not replace conventional forms of evidence gathering and must not rely solely on BWV to support their case.  Users are reminded of their responsibilities to disclose evidence that may potentially undermine the prosecution or assist the defence under Common Law Disclosure and the Criminal Investigations Act 1996 (CPIA).
10.5  To help build the strongest case against an offender, BWV users should gather all evidence of actual domestic abuse or of any encounter where they believe such abuse may occur, remembering that all recordings have to be justifiable and proportionate in the circumstances. Evidence captured by BWV can support other sources of evidence in the case, in addition to the victim’s account. Users should not disregard the significance of this, particularly if there is an escalated risk to the victim’s safety. 

10.6  BWV users should be aware that recordings made at non-crime domestic abuse incidents may have significance in future prosecutions. BWV users attending such incidents must give consideration to any risk factors that they subsequently record in the DASH (Domestic Abuse, Stalking and Honour-Based-Violence) form and, where appropriate, any history of incidents involving the victim which might support that they are being subjected to any form of abuse. 

10.7   Where such a history exists or where risk factors are present, users should consider treating the recording as evidential material so that it can be retained to support victims and their children in possible future prosecutions, or to assist in other proceedings such as applications for non-molestation orders or restraining orders. The material can also be used to support preventive measures such as domestic violence protection orders, where appropriate.

11       STOP AND SEARCH
11.1   The conduct of any ‘stop and search’ process must comply with the relevant legislation and codes of practice. They must be carried out with due regard to the sensitivities of the person being stopped and any local community tensions surrounding the use of such powers by police. Recording of searches using video must not be carried out if the search is an ‘intimate’ or strip search and if the search requires removal of more than the outer clothing.

11.2   A video recording does not replace the need for the formal written ‘record of search’ to be completed by an officer.  BWV officers are reminded that although officers conducting a stop and search must ask for personal details, persons searched are not obliged to give their name, address and date of birth to the officer.  In such cases, officers must record a description of the person searched as part of the search record.

11.3  There is no specific power within PACE to take photographic or video images of a 
person during a stop and search procedure, although such action is not explicitly 
prohibited.  Therefore, officers should be sensitive to the reaction of the person being 
searched and whether it is necessary to record the encounter using a BWV.

11.4    Benefits of recording a stop and search encounter with a BWV:

· Records the conduct of the officer during the search, therefore safeguarding both parties and protecting the officer from false allegations;

· Enables the officer to secure the best possible evidence of any offences that are disclosed during the search;

· Obtains an accurate image/description of the subject; and

· Accurately records any disclosures made by the subject.
11. 5   Where Stop Searches are conducted by plain clothes officers, where it is safe to do so consideration will be given to recording Stop Searches via use of a mobile APP, or summonsing a uniformed BWV wearer to assist. PACE compliance remains the absolute means by which all STOP Searches must be carried out, however in circumstances where no BWV is available or practicable to use, a record will be made to record this fact.
11.6    If the subject of an encounter requests that the BWV be switched off, the officer should ensure that the subject is aware of the above points.  They should also consider advising the subject that: 

· Any non-evidential footage is only retained for 31 days, in accordance with the NPCC guidelines and the Data Protection Act; 

· This information is restricted and cannot be disclosed to third parties without their express authority unless prescribed by law; and 

· Recorded data is police information and that it can be accessed on request in writing in accordance with the Freedom of Information Act with restrictions in line with 2.8 (above) or by submitting a subject access request under the Data Protection Act (form WA162).

11.7   It is then for the officer to consider on a case-by-case basis whether or not to switch the recording off.  If the equipment is turned off at the subject’s request and items are then found that may be subject of further investigation or proceedings, recording should then resume in order to capture the subsequent evidence, thereby overriding the subject’s request.

11.8   Officers are reminded of guidance around the searching of young persons and vulnerable persons and additional advice on the searching of persons who are transsexual, transgender and transvestite and should refer to the Stop Search Policy for a more detailed explanation.
12       SCENE REVIEW AND PREMISES SEARCHING
12.1   An additional use of BWV could be to record the location of objects and evidence at the scene of a crime or during the search of premises. This can be particularly beneficial in allowing the senior investigating officer an opportunity to review scenes of serious crime or in effectively recording the positions of vehicles and debris at the scene of a serious road traffic collision. This should be treated as an evidential recording and where possible the officer should provide a ‘running commentary’ of factual information to assist later viewers.

12.2   When conducting a premises search, the BWV can be used to show the conduct of the search, to confirm where items were found and to record significant statements made by persons present at the scene. This could greatly assist the completion of search logs and the evidence presented at court will be enhanced.        .
12.3   Scene preservation remains a priority. Be very careful not to disturb any evidence and remember that a Forensic Investigator must be called when appropriate.
13       CPS VIEW 
13.1  BWV could place the conduct of the police witness under intense scrutiny by the magistrates or the jury. This may influence the outcome of cases or subsequent sentencing. 

13.2   Officers must be careful that any commentary they make relates only to what they are doing or what can be seen. Material the court considers to be prejudicial will not be admitted. Police officers may still be required to give verbal evidence and should not rely solely on a showing of BWV as evidence. 

13.3   The evidential statement must include details of the audit trail for producing the master copy. In order to assist prosecution and defence solicitors, it is advisable that the statement producing the exhibit contains a summary paragraph outlining the evidential aspects of the incident and the recording. If there is any break in the recording, the user must include the details and the reason for this in their statement. More than one user may refer to the BWV evidence to confirm that it shows the incident that they are referring to. Their statements could say, for example, ‘I have seen the video (Exhibit x) and confirm that this is a recording of the incident that I attended.’ 

13.4   If a recording covers the whole incident, it is not essential for the BWV user to produce a written statement detailing the entire nature of the interactions contained in the material, as this is avoidable duplication. The user’s recollection, as expressed in their statement or pocket notebook entries, should be confined to parts of the incident that are not properly shown or heard on the BWV material. 

13.5   When producing their statement all users involved in an incident should consider the BWV material and then add to that their recollection of any other parts of the incident that they witnessed. Each case should be considered on its merits to enable the user to give their evidence in the most effective manner. 

13.6  For some minor offences, such as being drunk and disorderly, the expert opinion evidence requires a number of observations (such as smell of intoxicants, eyes glazed) to prove drunkenness, but this may not be shown adequately by the recorded BWV evidence. The user may, therefore, decide not to use the BWV material, and instead provide the evidence in a short written statement. The BWV evidence should be retained as unused material. 

13.7   Some offences, such as breaches of the Public Order Act 1986, require evidence that a person was, for example, put in fear of violence. This evidence must still be included in the statements of those who were present and, if applicable, the BWV user. If appropriate, the user can add a summary of what the BWV material shows (making it clear that they are summarising that material and not providing their recollection). As the BWV recording will contain only what is in the range of the camera and sound that is picked up by the microphone, it may be appropriate to add further information and a statement from the user saying what is not visible or audible from the footage. 

13.8   The National File Standard specifies the material required for the first hearing. Pocket notebook evidence and the MG11 are required and BWV material should, therefore, be used to corroborate these forms of evidence.
14       PRODUCING A STATEMENT AFTER REVIEWING FIRST ACCOUNT EVIDENCE
14.1  BWV may be used to capture a first account (see 9- CAPTURING FIRST ACCOUNT EVIDENCE). Witnesses and victims should not view BWV recordings of their initial account prior to an investigative interview, whether this produces a visual recording or a written statement.
14.2 If there are any inconsistencies or omissions between account given by the victim/witness on the BWV and their account during the subsequent interview, consideration should be given to addressing it towards the end of the interview in accordance with paragraphs 2.161 to 2.167 of Achieving Best Evidence in Criminal Proceedings; Guidance on Interviewing Victims and Witnesses, and Guidance on using Special measures (Ministry of Justice 2011).
           In line with the guidance consideration should be given as to whether the difference is significant enough to warrant explanation, and whether there is a simple explanation for the difference. If it is necessary then careful consideration should be given as to how the issue is raised and it should be with tact and with the purpose of pursuing the truth and not to pressure the witness to alter their account.
14.3   Officers viewing of BWV before completing statements
          The viewing of BWV prior to making an initial account (e.g. in PNB’s) can impact on the recollection of events, does not provide transparency and integrity of the process and can encourage claims in later court proceeding that an officers account has been tainted. Therefore advice from College of Policing should be followed:-

· Make full initial notes of the incident in pocket note books.

· After making initial notes view BWV footage.
· Make a full evidential statement.
15    COMPLAINTS/ DEATH/ SERIOUS INJURY (DSI)/ POST INCIDENT MANAGEMENT             (PIM) 
 When an officer is aware of a complaint, death or serious injury (DSI) and/or where Post Incident Management procedures has been invoked, subject to legal advice to the contrary, they should not view their BWV footage until they have completed their initial accounts. 
Officers involved in a DSI/PIM procedure should keep BWV recording until they reach the PIM suite and are advised to switch off by the Post Incident Manager. During this time officers should not confer.
The BWV camera will be docked and downloaded in the suite under the supervision of the Post Incident Manager, who will ensure that access to the footage is restricted by contacting the BWV administrator.
The principles of keeping BWV recording and not conferring until initial accounts are made are also advised with use of force (non-firearms incidents) such as baton strikes. Unless injuries are life changing this will normally sit outside PIM procedures however the principles are sound and though there will not be the use of a PIM suite they should be applied where practicable.
15. 1  The following guidance is derived from APP concerning the management and handling of Body Worn Video (BWV) evidence in the context of post incident management procedures.
Conferring
As a matter of general practice, officers should not confer with others before making their accounts (whether initial or subsequent accounts). There may, however, be a need speak to one another following the discharge of a police firearm in order to resolve an ongoing operational or safety matter. The important issue is to individually record what their honestly held belief of the situation was at the time force was used. There should, therefore, be no need for an officer to confer with others about what was in their mind at the time force was used. If, however, in a particular case a need to confer on other issues does arise, then, in order to ensure transparency and maintain public confidence, where some discussion has taken place, officers must document the fact that this has taken place, highlighting:
· Time, date and place where conferring took place

· The issues discussed

· With whom

· The reasons for such discussion.

15.2    PIM-Stage three – personal initial accounts

Subject to legal and medical advice, key police witnesses should provide a personal initial account of the incident before going off duty.

The purpose of the personal initial account is to record the witness’s role, what they believe to be the essential facts and should, where relevant, outline the honestly held belief that resulted in their own use of force.

Each officer’s personal initial account should consist only of their individual recollection of events and should be written, signed and dated. The personal initial account should be provided before the key police witness has viewed any body worn video footage that they have recorded of the incident (see 15.6 the use of body worn video evidence). Detailed accounts will be made later.

So far as possible, personal initial accounts from key police witnesses should include:

· the officer’s identity (or pseudonym if appropriate)

· the officer’s understanding of the nature of the operation

· the officer’s role in the operation

· essential details of the officers’ recollection of force being used (e.g. the nature of the force used and what the subject was doing at the time that the force was used)

· If the officer used force, their honestly held belief that resulted in their use of force.

The same guidance relating to conferring applies to both personal accounts and detailed accounts.

15.3   PIM -Stage four – detailed accounts, statements and interviews

Detailed accounts should not normally be obtained immediately. They can be left until the key police witnesses involved in the shooting are better able to articulate their experience in a coherent format. This is usually after at least forty-eight hours (but may be earlier for those key police witnesses not adversely affected by the incident).

The detailed account should include the witness’ full recollection of the incident including, but not limited to, the matters set out under personal initial accounts. Key police witnesses may view and use any body worn video footage that they have collected via their own body mounted camera to inform their detailed account. BWV footage may reveal to the officer the differences between what they perceive and report and what is captured on video. The key police witness may provide an explanation for any variation within their detailed account.

 15.4   Statements
The Independent Investigative Authority (IIA) may wish to have detailed statements from witnesses. These statements may be taken by the IIA or be provided by the witness themselves. The manner in which the statements are obtained or provided will be decided by individual witnesses subject to the legal advice they receive. Where officers decide to provide their own statements, these should be (except in exceptional circumstances) submitted to the IIA within seven days of the incident.

15.5   Interviews
Under Paragraph 19F (3) of Schedule 3 to the Police Reform Act 2002, the IPCC has a power to compel police witnesses to attend an interview.

Where this power is invoked, and the police witness is unable to attend an interview on the date requested, or agree an alternative date, the witness must propose a reasonable date and time within 5 working days of the date specified by the investigator.

Police witnesses may be accompanied during the interview, and cannot be compelled to answer questions during that interview. The manner in which a police witness provides their detailed account will be subject to the legal advice they receive.
15.6    
Any available body worn video (BWV) footage that may be relevant to a death following police contact will be essential to the subsequent investigation, and should be secured and managed appropriately.

Personal initial accounts
It is important that a key police witness independently records what they honestly perceived i.e. what they think that they saw, heard and then did. The purpose of the personal initial account is to record the perceived threats and risks that led to the decision to use force, before this recollection can be affected, or potentially altered, by viewing the video footage.

There may be circumstances where there is a difference between what has been captured on the officer’s BWV, and what the officer has perceived and reported. The difference may be crucial to the explanation and justification in law, for the use of lethal force.

Detailed account
As a matter of general practice, a key police witness to the discharge of a firearm by police should be permitted to view their own BWV recording prior to completing their detailed account. This may reveal differences between what the officer perceived and reported, and what was recorded by BWV. Any officer who finds themselves in such a situation may then be able explain in their detailed account any discrepancy identified.

There may be circumstances in which it is considered appropriate for one key police witness to review another officer’s BWV recording. An example of this may be where two officers were acting in close proximity and one officer’s BWV failed to record.

For further information on DSI/PIM procedures please view the PIM Policy and Procedure.
15.7   Appendix F is a table (amended for this procedure) produced by the CPS and College of Policing describing when it is appropriate to view footage prior to making a statement. This includes Police Officers.

16       SUSPECTS
16.1    Planned arrests
 BWV should be used to record anything that is said or done by the suspect at the point of arrest or caution, ensuring an accurate and reliable record is made of any significant statement made by the suspect prior to their arrival at custody. 

16.2    Unplanned arrests    
 Wherever possible BWV should be used when the circumstances and the nature of the arrest allow the recording to be activated.      
16.3    BWV recordings during an investigative interview.
 It is essential that the BWV recording of the arrest is reviewed prior to interview.
16.4   In line with ACPO National Policing Position Statement on Pre-Interview Briefings (June 2014), BWV recording should be treated in the same way as any other evidence in the case and it is for the investigating officer to decide if a recording will be included in the Pre-Interview Briefing of the Legal Advisor.

16.5   There must be a clear investigative reason for showing a suspect a BWV recording. For example where there is a dispute over what was said or done at the point of arrest by the suspect. This is matter for the investigating officer to decide in line with their with their suspect interview plan.
16.6    When considering the showing of an initial account by a victim/witness that has been recorded on BWV the impact on all the individuals concerned should be taken into account. Any such disclosure must take into account that this does not represent the detailed victim or witness interview, but may well show detail that is right to show to the suspect as part of the interview process.        
17       PRODUCTION OF EXHIBITS.

17.1   When the camera is docked and the footage is uploaded it will create a digital file that will be stored securely. This is the master and identified with an exhibit reference when required as evidence and described in an evidential statement as per 13.3.

           Any clipped/edited footage will then be a further exhibit with a separate exhibit reference. 
17.2   Any clipped sequences used for evidence in court should include a short lead in to the incident and a similar trail afterwards to enable the court to be satisfied that no 
evidential issues have been omitted. However, the whole sequence must be declared as unused material on the MG6C, D or E schedules, as appropriate.
18     PUBLIC ORDER
         (Update from working group on BWV during Public Order deployment)
Proportionate use of BWV

· Commanders to consider the public perceptions and community impact of BWV in public order deployments: the effect on others within the event, both in relation to collateral and crowd dynamics; the effect on perception before and during peaceful protest; and ultimately its impact on public confidence.
· Should BWV be used in public order deployments, specific briefings with regards to its use must be given.
· BWV must not be deployed as a pseudo Evidence Gathering Team (EGT) tactic.
· BWV should only be used to capture an officer’s personal interaction with another as per the national BWV guidance. 
· After activating the BWV officers must give their name, rank and force number along with a rationale for switching the BWV on if practicable to do so, for example when delivering a ‘five step appeal’. BWV should only be switched off once that interaction has concluded and where practicable the officer should verbalise that the BWV is being switched off
Subject Access Requests (SAR) 

· The above guidance will assist the data controller in identifying the correct footage when data subjects exercise their right to make a SAR. It is also reasonable for the person making a SAR to assist a force retrieve relevant footage by, as far as practicable, identifying the officer and providing the location, date and time of the interaction. The requestor is not obliged to give a reason for making a SAR.

· To ensure they are satisfied that they are supplying footage to the correct person in accordance with the Data Protection Act 1998 (DPA), the data controller may require a description or photograph of the requester.

· It is vitally important that data controllers have systems in place to support the efficient response to SAR’s, providing an effective response to the data subject and reducing the impact of multiple SARs which could have a significant demand and cost impact to the force.

Mutual Aid

· It is imperative that before being deployed on mutual aid the requesting force advises whether or not they have compatible downloading provisions for the responding force BWV system.
· Where data from the BWV camera are downloaded within the requesting force area the Chief Constable of that area will fulfil the duties of data controller ensuring compliance with legal obligations under the DPA. 

· Alternatively, should footage need to be downloaded within the responding force area, the Chief Constable of this force will fulfil the duties of data controller. 

19       TRANSCRIPTION
           A transcription should only be required under the direction of a court in a specific case. For example, if the sound is of a poor quality, or if the speech contains a high degree of slang or is in a foreign language, the services of a translator should be obtained. 

           Note: if a user is asked to transcribe footage outside these circumstances, they should challenge the request and ask if the footage forms part of the prosecution case and if it is key evidence. 

           Even when the material has been transcribed, the video contains visual information such as actions and gestures that put the language into context. The video exhibit should, therefore, still be shown in conjunction with the written text.
20       FAULTY EQUIPMENT.
20.1  In the event of a device becoming faulty, the officer will submit the device to their 
Supervisor/Local Champion who will carry out local checks and if necessary submit the device to the BWV administrator. This will be returned to the supplier under Warranty.
20.2  Local Champion’s will receive additional training in order to be able to support officers and to attempt to troubleshoot issues locally.

20.3   BWV devices must not be opened/ tampered with unless authorised to do so.  

20.4    If a recording is held on a BWV and this has become faulty and cannot be downloaded, every effort will be made by the Supervisor/Local champion and BWV administrator to recover the footage. If this is not possible, the organisation that repairs the camera has the facility to upload footage from broken cameras to the BWV system if it can be recovered.
20       CONSULTATION

The Business Owner should identify key stakeholders who will be part of the consultation exercise.  Please note: Chief Officers’ and Business leads must sign off this policy prior to JNCC submission. The JNCC will be the final staff consultation process prior to adoption and publication.

A summary of the extent of any consultation should be included here and should include details of bespoke interested groups, both internal and external, which have been involved in the development and/or consultation in respect of this policy e.g. with JNCC, Independent Advisory Group and relevant Business Areas.  


NB. It is compulsory to consult with, and receive a response from, the Federation, Unison, Legal Services, Risk Management, Health & Safety, 

Equality & Diversity (to include Strategic IAG’s) and your Chief Officer and/or Business Lead on every policy.

	Chief Officer/Business Lead  Consulted
	Date Authorisation Received
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DOCUMENT HISTORY

The history and rationale for change to policy will be recorded using the chart below:
If you are using this template for a review of a harmonised procedure you must state 

in the amendment(s) section what you have changed.

	Date
	Author / Reviewer
	Amendment(s) 

& Rationale
	 Date approval / adoption

	25/11/11
	PS 3409 Duncan
	BWV implementation
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Assessment and ANALYSIS


Every policy and procedure will be subject of an Equality Analysis (EA), Health and Safety Assessment (HAS) and Risk Assessment (RA) to be completed by the policy writer. There is a separate template for this purpose.
23        APPENDICES
Appendix A-BWV device guidance

Appendix B-Led indication of status of BWV
Appendix C-Image of BWV device
Appendix D- Audible sounds from BWV
Appendix E- National Decision Making Model
Appendix F-Guide to who can view footage
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[image: image3.emf] 

IF CAMERA FLASHES  RED  OR THERE IS NO  LIGHT ,  DEVICE IS  FAULTY  - DO NOT USE   ( see Appendix B  for other  light combinations )    

REPORT  ANY   FAULT  TO  SUPERVISION /LO CAL  CHAMPION ( F urther help  can be found on  evidence.com )      

IF ISSUE IS NOT  RESOLVED SEND  TO BWV  ADMINISTRATOR .  

BWV  ADMINISTRATOR  RETURNS FAULTY  CAMERA TO  SUPPLIER UNDER  WARRANTY  

FLASHING  GREEN  DEVICE IS  READY AND FULLY CHARGED .   

BWV DEVICE GUIDANCE  

THE CAMERA WI LL FLASH WHEN  DOCKED AND RECORDINGS WILL BE  DELETED  FROM CAMERA  AND  AUTO MATICALLY UPLOADED.  

CAMERA MUST BE  STORED IN CAMERA/  DOCK  AT THE END OF  EACH TOUR OF DUTY  

CAMERA CHECK  ( see  A ppendix   C )        CHECK ON/OFF BUTTON         CHECK  AUDIO -  1 BEEP  ON/ 2  BEEPS  RECORDING  (S ee   A ppendix  D   for more  audio sequences )      

MAKE ENTRY IN  PNB THAT BWV  IS FAULTY AND  DEPLOY  WITHOUT BWV.  

DEPLOY WITH BWV.     SWITC H OFF CAMERA IN  INTOXILYZER ROOM AND WHERE  RISK OF EXPLOSION E.G. GAS  LEAKS, PETROL  STATIONS   STATION .  

APPENDIX A  


Appendix B

	LED Indication
	Function

	Solid RED


	Initial connection

(taking less than 20 seconds)

	Solid YELLOW
	In queue awaiting upload

	Blinking YELLOW
	Uploading data

	Solid GREEN


	Device ready and fully charged

	Blinking  RED
	& YELLOW
	DO NOT REMOVE – Battery charging / Memory Full / Firmware update

	Blinking RED


	Device Error – try device in an alternative docking bay and if the LED status persists, contact Local Champion/BWV Administrator.

	Blinking

RED
	YELLOW
	GREEN
	If the LED status persists after initial connection (taking less than 20 seconds) try device in an alternative docking bay and if status is repeated,   contact Local Champion/BWV Administrator.

	Light off
	Device Error – try device in an alternative docking bay and if the LED status persists, contact Local Champion/BWV Administrator.
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camera is recording
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None
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The battery is at 20 percent capacity or
lower

Four quick beeps (every five minutes)
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minutes
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Three times
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APPENDIX F
WHO CAN VIEW FOOTAGE.

	
	Category
	Sub Category
	Viewable?
	Exceptions

	1
	Non Police Witnesses (Including Victims)
	
	No
	In the case of non police witnesses this only refers to their ability to view the first witness account prior to making their written statement

	2
	Non Police Suspects
	
	No
	Unless the investigator feels it is necessary as part of the disclosure process e.g. to illicit an early guilty plea.

	3
	Police Victim
	Investigator
	Yes
	

	4
	
	Non Investigator
	No
	

	5
	Police Investigator
	
	Yes
	

	6
	Police Eye Witness
	BWV Worn
	Yes*/**
	*1) Make full notes

  2) View footage

  3) Complete evidential statement.
** When an officer is aware of a complaint, death or serious injury (DSI) or where post incident management procedures has been invoked, they should not view their BWV footage, subject to legal advice to the contrary, until they have completed their initial accounts.           


	7
	
	BWV Not Worn
	No
	

	8
	Police Suspect (Criminal)
	
	No
	Unless the investigator feels it is necessary as part of the disclosure process e.g. to illicit an early guilty plea

	9
	Subject of footage
	
	No
	Unless the investigator feels it is necessary in relation to the investigation or the subjects makes the necessary application through the Data Protection Act

	It should be noted that where viewing of BWV footage is permitted ahead of making any written record, the resultant written product is unlikely to be the sole product of memory and that should be noted in a statement.
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