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PROCEDURE TITLE

Operational Procedures for the use of Body Worn Video (BWV) by Armed Officers and by Dog 
Support Officers.
1.0      PROCEDURE OUTLINE 
This document sets out the Operational Procedures for the use of Body Worn Video (BWV) by Authorised Firearms Officers and by Dog Support Officers, and is to be read in conjunction with the current Warwickshire Police and West Mercia Police BWV Procedures for Operational Use & Image Processing. 
Particular attention is drawn to the specific instructions for armed and dog support officers in respect of when to start recording and the Post Incident Process.
Note these instructions may be subject to change in light of pending legal advice.
2.0
PURPOSE OF PROCEDURE  
2.1 In order to maintain trust and confidence in Police action, and comply with the requirements of Article 2 ECHR, BWV is a useful means for recording evidence and for demonstrating transparency in respect of police response to incidents. 

2.2 Evidence gathered by use BWV should only be used to corroborate and not replace evidence from other sources such as police officers or eye witnesses.
2.2 BWV is an overt system and is not be used for covert recording except in exceptional circumstances and where the necessary authorities have been granted. If used in a covert manner without necessary authorities, then there is a risk of evidence being ruled inadmissible and being excluded at court

2.3 The use of BWV must be proportionate and necessary to the situation.  BWV use should be ‘incident specific.’

3.0
ROLES AND RESPONSIBILITIES
3.1 Authorised Firearms Officers (AFOs) and Dog Support Officers in Warwickshire Police and West Mercia Police spend the vast majority of their time on duty engaged in Local Policing work that does not involve them deployed in an armed policing capacity. Unless deployed in an armed policing capacity, the use of BWV by AFOs and Dog Support Officers should be governed by exactly the same procedures and instructions contained within the wider Warwickshire Police and West Mercia Police BWV Procedures for Operational Use & Image Processing.
3.2 BWV is an overt recording mechanism, and its use during covert tactics such as MASTS or Armed Surveillance is not currently appropriate due to the limitations of the available technology and the assocaited risk of compromising the policing operation. The use of BWV would also not be appropriate in circumstances such as Close Protection operations where its use is likely to compromise the discreet nature of the officer’s deployment.
4.0
PROCEDURE

4.1 Operational Use of BWV - When to start recording;

Current Warwickshire Police and West Mercia Police Policy around the decision to start and stop recording can rest with the user, based on specific circumstances. This is covered within the main Warwickshire Police and West Mercia Police BWV Procedures for Operational Use & Image Processing and is also covered within the training officers have received.

In order to provide reassurance to the public around the integrity and transparency of our processes AFOs will adhere to the following procedures. Firearms Support Dog officers supporting AFOs in armed policing deployments will similarly adhere to these procedures
When AFO or FSD are deployed to any call warranting their deployment in an armed role all occupants of the vehicle should commence recording. This also applies if the crew ‘self-deploy’ to an incident when the recording by all officers should commence as soon as practicable, any delay in starting the recording process must be recorded in any subsequent notes of evidence.
BWV can be used as a means of recording briefings for spontaneous firearms operations, or where a hand over is taking place at a scene or other location where other recording options may not be available or appropriate. This supports the guidance contained in Authorised Professional Practice, Armed Policing: - Briefing, which states the most comprehensive method of providing an accurate record of the briefing, should be used. 
NOTE: - Briefings may contain information that is restricted/ confidential this should be taken into consideration during the BWV data retrieval where the footage should be protectively marked. 
The recording of pre-planned operational briefings will continue to be conducted under the established arrangements and is not affected by this policy. The criteria for the commencement of BWV recording should be included in the Tactical commanders briefing.

4.2 Covert Recording
Users must be mindful that BWV is an overt recording mechanism. If used in a covert manner without necessary authorities, then there is a risk of evidence being ruled inadmissible and being excluded at court. It is currently the procedure of Warwickshire Police and West Mercia Police that covert recording using BWV will not be conducted, other than in exceptional operational circumstances, and any such covert recording must be conducted in accordance within the legislative framework set out in the Regulation of Investigatory Powers Act. 

4.3 Recording operational deployments


The general requirement is for armed officers, and dog support officers supporting at a 
spontaneous armed policing deployment, to activate the BWV once assigned to a call (unless 
the criteria to 
 ‘self-deploy’ is met - if so as soon as practicable). Officers should make a 
verbal 
announcement in plain language that the incident is being both audio and video 
recorded unless it is impracticable to do so by reason of the situation, behaviour or condition 
of those present, or because of the dynamics of an armed interception or intervention. This 
includes as soon as practicable during/after an armed challenge.


When deployed as part of an armed operation, such as Operation TEMPERER or a 
hospital guard, AFO should not as a matter of routine be required to record the entirety of their 
operational deployment, as this is likely to result in extensive collateral intrusion. In these 
circumstances it will be for the officer to activate their BWV at any point where they 
believe that evidence may be gathered, or where circumstances indicate that they may 
have 
to consider the use of force. 
Any identified 
criteria for the use of BWV in such an 
operation should be set out in the Tactical 
Commanders 
briefing.

Recording should, where practicable, be restricted to those individuals and areas where it is 
necessary in order to provide evidence or intelligence relevant to the incident. It is important 
that, where practicable, users minimise collateral intrusion on those not involved in the 
incident.


In the event of a firearms operation becoming protracted, the use of BWV should be controlled 
to ensure that the balance between the transparency of police action and avoiding 
unnecessary capture of private data and collateral intrusion. Tactical and Operational 
commanders should consider the use of BWV and any potential for collateral intrusion as part 
of their ongoing considerations. 


Decisions regarding the deactivation of the BWV must be recorded in line with current policy, 
to ensure that there is an auditable rationale for any decision in any subsequent enquiry. AFO 
and FSD handlers should notify the Operational or Tactical commander of a decision to de-
activate their BWV, or any failure of their BWV as soon as reasonably practicable.

4.4 Consent to use BWV


There may be occasions where a person objects to being recorded. Users may record overt 
video and audio without consent if this recording is for ‘a policing purpose.’ Authority to do this 
should not be confused with a power to take photographs without consent. Unless the incident 
results in a Post Incident Procedure, the decision to continue recording should remain with the 
user, who should consider the objections made by the person in respect of the recording. 
The presumption should be, however, that recording should continue unless the objections   
made override the need to record an evidential encounter.


If the user decides to continue recording despite the objections of an individual, they should 
make a note preferably in their Pocket Note Books but if circumstances dictate then verbally 
on the actual recording as to why they have decided to do so. They should also take steps to 
advise the individual(s) as to the following;

· The reason for the recording taking place - usually this will be for the prevention and detection of crime.

· Non evidential material will only be retained for a maximum of 31 days.

· Footage is subject to the FOIA and can be applied for by a request in writing. Existing force policies and practices should be followed in respect of these requests.

· Any material that is restricted will only be disclosed to 3rd parties in accordance with the law.

· The recording is made in order to act as a corroboration of the encounter. 
4.5 Stopping Recording

Unless the incident is subject to a Post Incident Procedure (see Section 5) the decision to stop 
recording rests with the user.  However, users should be satisfied that, in making the decision 
to stop recording, the risk of not capturing evidential material is minimised.


Users should, under normal circumstances, cease recording in the following instances:

· It is no longer justifiable or proportionate to record - e.g. if, after investigation, there is no likelihood of evidential material being recovered or used.

· The incident has concluded.
· A different recording system takes primacy - e.g. when an arrested person arrives in custody, the BWV user should cease recording as the custody cameras will take primacy for recording the encounter with the subject.


NOTE: If users are on private premises, they are only allowed to record if lawfully present.


Users may render themselves open to criticism or challenge if they cease recording too early 
or whilst an incident is ongoing. Therefore, recording should continue until it is clear that the 
points above are satisfied - for example by users recording themselves clearly leaving the 
scene or by making an announcement that a different recording system has taken over.

4.6 Post Incident Procedures

BWV recordings cannot justify, in isolation, any use of force. Users must still justify their actions, perceptions and decisions based on their honestly held beliefs at the time of the incident.


In the event of an incident where the Post Incident Procedure (PIP) is invoked users will continue to record until their arrival at the Post Incident Suite under the authority of the Post Incident Manager (PIM). This can be either in person or via the telephone. It will provide corroborating proof of the delivery of the conferring advice at/near the scene as soon as practicable once the scene is secured, as well as evidence of the scene itself. 

NOTE; this is the users corroborating evidence and is not a mechanism for recording the scene on behalf of the investigating bodies.


Recording by key police witnesses involved in the incident en route to the post incident location will also help to provide confirmation that officers did not engage in unauthorised or unnecessary conferring about the incident, whilst in transit. This also applies to any officer not connected to the incident but escorting the key police witnesses to the PIP location.

On arrival at the Post Incident Suite users should continue to record until directed by the PIM or the Appointed Officer. If there are extenuating circumstances, for example the officer is either injured or traumatised and requires medical intervention, the PIM should be informed of this fact where early consideration of the need to continue to record will be assessed.


The PIM or Appointed Officer where practicable will ensure further conferring advice is given to key police witnesses on arrival at the PIP location. Unless extenuating circumstances apply as above this should be done prior to the PIM authority to discontinue recording.


Once the PIM has directed the recording to cease, this will be recorded in the PIM log.


The PIM must ensure the need to continue recording once the officers have arrived at the PIP location is justified and that it doesn’t impinge on their rights to privacy and legal privilege. Careful consideration is required to balance the needs of the officers and the need for a transparent and open PIP process.


Once recording has ceased the process for data retrieval should be adhered to - see sections 4.7 and 4.8.

For officers who are retained at the scene, the PIM in consultation with the investigating bodies may make the decision to instruct the officers to cease recording if there is no further evidential gain or other justification.

4.7 Post incident accounts

The gaining of accounts from officers after an incident where a Post Incident Procedure is in 
place is addressed in APP- Armed Policing and associated circulars. The viewing of BWV 
footage by an officer in Warwickshire Police and West Mercia Police will therefore reflect 
national guidance. Each Post Incident Suite will be equipped with docking facilities for BWV 
and once the officer has been given the direction from the PIM their BWV device should be 
deactivated and docked for download at that point. This will ensure that BWV evidence is 
collated at the earliest opportunity and supports the transparency of the PIP.

A Senior Investigating Officer (SIO), in consultation with the PIM, may in safety critical 
situations direct viewing of the BWV to take place prior to the provision of Personal Initial 
Accounts (Stage 3); where this may assist with the initial investigation and reduce any 
identified risks.

If viewing does take place full details of what footage has been viewed and by whom must be 
recorded. If an officer involved in the incident views the footage this must be recorded in their 
statements of evidence and must include whose BWV footage was viewed, what was viewed 
and the rationale for it.


Viewing of the BWV footage prior to the provision of a Stage 4 account will be under the 
direction of the appointed investigative body for example the IPCC.


The Post Incident Process must be open and transparent and capable of withstanding scrutiny. If any officer has concerns that the integrity of the process is not being maintained, they must bring this to the attention of the PIM or Appointed Officer as soon as practicable.

4.8 BWV Data Retrieval

All BWV footage must be uploaded onto the secure server prior to an officer going off duty as 
per the instructions within the main force BWV procedure. This will ensure that the footage 
and evidential continuity is secure.


Once a recording has been completed, the recorded data becomes police information and is 
subject to the rules in the Authorised Professional Practice – information management. 

5.0
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6.0
DOCUMENT HISTORY
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If you are using this template for a review of a harmonised procedure you must state 

in the amendment(s) section what you have changed.
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7.0
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